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OCA Instituto de Certificación, S.L.U.
certifies that, in accordance with the applicable declaration of applicability, the information 
systems reviewed, all of them HIGH category, and the related services, of the organization

have been audited and found to comply with the requirements of Royal Decree 311/2022 of May 3, which 
regulates the National Security Scheme as indicated in the corresponding audit report of 2023/06/02:

Certificate nº:  34/5704/23/7000

Initial conformity certification date: July 03, 2023 

Compliance certification renewal date: July 03, 2025 

In Pozuelo de Alarcón, July 03, 2023 

CE
RT

IF
IC

AT
E

IN
 A

CC
O

RD
AN

CE
 W

IT
H

 T
H

E 
N

AT
IO

N
AL

 S
EC

U
RI

TY
 F

RA
M

EW
O

RK

Any additional explanation related both the scope of this certificate and the applicability
of the requirements of the rule can be achieved by contacting the company.

Vía de las Dos Castillas, 7 · Ed. OCA Global · 28224 Pozuelo de Alarcón (Madrid)

CERTIFICACIÓN
ISO 17065

Nº11 / C-PR375

Management systems, monitoring and protection of information systems that support 
the Monitoring Center, Cybersecurity Operation, Security Incident Analysis and Response 
Services (SEIDOR CSIRT), IT Assistance, Support, Information Systems Management and 

Professional Consulting Services and the public and private CLOUD services.

CATEGORY

C I T A D Total Measurements

HIGH HIGH HIGH HIGH HIGH 73

CEO
David Lao

C/ Pujades, 350 - 2ª planta. 08019 Barcelona

GRUPO SEIDOR
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This document only can be reproduced on its complete form and never partially. The existence and validity of this annex are 
subject to the existence and validity of the main certificate. 

Annex to main certificate number: 34/5704/23/7000

Initial conformity certification date: July 03, 2023  

Compliance certification renewal date: July 03, 2025 

 CEO
David Lao

Any additional explanation related both the scope of this certificate and the applicability
of the requirements of the rule can be achieved by contacting the company.

Vía de las Dos Castillas, 7 · Ed. OCA Global · 28224 Pozuelo de Alarcón (Madrid)

CERTIFICACIÓN
ISO 17065

Nº11 / C-PR375

Constituent entities of: GRUPO SEIDOR

SEIDOR, S.A.
ACTIVITY: Management systems, monitoring and protection of information systems that support the Monitoring 
Center, Cybersecurity Operation, Security Incident Analysis and Response Services (SEIDOR CSIRT), IT Assistance, 
Support, Information Systems Management and Professional Consulting Services and the public and private CLOUD 
services.
C/ Pujades, 350 - 2ª planta. 08019 Barcelona

SEIDOR CONSULTING, S.L.
ACTIVITY: Management systems, monitoring and protection of information systems that support the Monitoring 
Center, Cybersecurity Operation, Security Incident Analysis and Response Services (SEIDOR CSIRT), IT Assistance, 
Support, Information Systems Management and Professional Consulting Services and the public and private CLOUD 
services.
C/ Pujades, 350 - 2ª planta. 08019 Barcelona

SEIDOR SOLUTIONS, S.L.
ACTIVITY: Management systems, monitoring and protection of information systems that support the Monitoring 
Center, Cybersecurity Operation, Security Incident Analysis and Response Services (SEIDOR CSIRT), IT Assistance, 
Support, Information Systems Management and Professional Consulting Services and the public and private CLOUD 
services.
C/ Pujades, 350 - 2ª planta. 08019 Barcelona

SAYTEL INFORMÁTICA, S.L.
ACTIVITY: Management systems, monitoring and protection of information systems that support the Monitoring 
Center, Cybersecurity Operation, Security Incident Analysis and Response Services (SEIDOR CSIRT), IT Assistance, 
Support, Information Systems Management and Professional Consulting Services and the public and private CLOUD 
services.
C/ Pujades, 350 - 2ª planta. 08019 Barcelona
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This document only can be reproduced on its complete form and never partially. The existence and validity of this annex are 
subject to the existence and validity of the main certificate. 

Annex to main certificate number: 34/5704/23/7000

Initial conformity certification date: July 03, 2023  

Compliance certification renewal date: July 03, 2025 

 CEO
David Lao

Any additional explanation related both the scope of this certificate and the applicability
of the requirements of the rule can be achieved by contacting the company.

Vía de las Dos Castillas, 7 · Ed. OCA Global · 28224 Pozuelo de Alarcón (Madrid)

CERTIFICACIÓN
ISO 17065

Nº11 / C-PR375

Constituent entities of: GRUPO SEIDOR

SBS SEIDOR, S.L.
ACTIVITY: Management systems, monitoring and protection of information systems that support the Monitoring 
Center, Cybersecurity Operation, Security Incident Analysis and Response Services (SEIDOR CSIRT), IT Assistance, 
Support, Information Systems Management and Professional Consulting Services and the public and private CLOUD 
services.
C/ Pujades, 350 - 2ª planta. 08019 Barcelona

OPENTRENDS SOLUCIONS I SISTEMES, S.L.
ACTIVITY: Management systems, monitoring and protection of information systems that support the Monitoring 
Center, Cybersecurity Operation, Security Incident Analysis and Response Services (SEIDOR CSIRT), IT Assistance, 
Support, Information Systems Management and Professional Consulting Services and the public and private CLOUD 
services.
C/ Pujades, 350 - 2ª planta. 08019 Barcelona

IMPALA NETWORK SOLUTIONS, S.L.
ACTIVITY: Management systems, monitoring and protection of information systems that support the Monitoring 
Center, Cybersecurity Operation, Security Incident Analysis and Response Services (SEIDOR CSIRT), IT Assistance, 
Support, Information Systems Management and Professional Consulting Services and the public and private CLOUD 
services.
C/ Pujades, 350 - 2ª planta. 08019 Barcelona

DEUSTO SEIDOR, S.A.
ACTIVITY: Management systems, monitoring and protection of information systems that support the Monitoring 
Center, Cybersecurity Operation, Security Incident Analysis and Response Services (SEIDOR CSIRT), IT Assistance, 
Support, Information Systems Management and Professional Consulting Services and the public and private CLOUD 
services.
C/ Paduleta, 55 - Planta 1º, Ofic. 203. 01015 Vitoria-Gastéiz (Álava-Araba)
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This document only can be reproduced on its complete form and never partially. The existence and validity of this annex are 
subject to the existence and validity of the main certificate. 

Annex to main certificate number: 34/5704/23/7000

Initial conformity certification date: July 03, 2023  

Compliance certification renewal date: July 03, 2025 

 CEO
David Lao

Any additional explanation related both the scope of this certificate and the applicability
of the requirements of the rule can be achieved by contacting the company.

Vía de las Dos Castillas, 7 · Ed. OCA Global · 28224 Pozuelo de Alarcón (Madrid)

CERTIFICACIÓN
ISO 17065

Nº11 / C-PR375

Constituent entities of: GRUPO SEIDOR

SEIDOR TECH, S.A.
ACTIVITY: Management systems, monitoring and protection of information systems that support the Monitoring 
Center, Cybersecurity Operation, Security Incident Analysis and Response Services (SEIDOR CSIRT), IT Assistance, 
Support, Information Systems Management and Professional Consulting Services and the public and private CLOUD 
services.
C/ González Besada, 31. 33007 Oviedo (Asturias)
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OCA Instituto de Certificación, S.L.U.

have been audited and found to comply with the requirements of Royal Decree 311/2022 of May 3, which 
regulates the National Security Scheme as indicated in the corresponding audit report for:
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The existence and validity of this technical annex is subject to the existence and validity of the main certificate. 
Both documents must be considered together.

and are covered by the main certificate granted to GRUPO SEIDOR in which the information systems outlined are certified in 
accordance with the requirements of Royal Decree 311/2022 of May 3, which regulates the National Security Scheme

Management systems, monitoring and protection of information systems that support 
the Monitoring Center, Cybersecurity Operation, Security Incident Analysis and Response 
Services (SEIDOR CSIRT), IT Assistance, Support, Information Systems Management and 

Professional Consulting Services and the public and private CLOUD services.

Main certificate number: 34/5704/23/7000
Technical Annex nº: 34/5704/23/7000-1

Initial conformity certification date: July 03, 2023 

Compliance certification renewal date: July 03, 2023 

certifies that, in accordance with the applicable declaration of applicability, the information 
systems reviewed, all of them HIGH category, and the related services, of the organization

CEO
David Lao

Any additional explanation related both the scope of this certificate and the applicability
of the requirements of the rule can be achieved by contacting the company.

Vía de las Dos Castillas, 7 · Ed. OCA Global · 28224 Pozuelo de Alarcón (Madrid)

CERTIFICACIÓN
ISO 17065

Nº11 / C-PR375

C/ Pujades, 350 - 2ª planta. 08019 Barcelona

SEIDOR, S.A.
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OCA Instituto de Certificación, S.L.U.

have been audited and found to comply with the requirements of Royal Decree 311/2022 of May 3, which 
regulates the National Security Scheme as indicated in the corresponding audit report for:
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The existence and validity of this technical annex is subject to the existence and validity of the main certificate. 
Both documents must be considered together.

and are covered by the main certificate granted to GRUPO SEIDOR in which the information systems outlined are certified in 
accordance with the requirements of Royal Decree 311/2022 of May 3, which regulates the National Security Scheme

Management systems, monitoring and protection of information systems that support 
the Monitoring Center, Cybersecurity Operation, Security Incident Analysis and Response 
Services (SEIDOR CSIRT), IT Assistance, Support, Information Systems Management and 

Professional Consulting Services and the public and private CLOUD services.

Main certificate number: 34/5704/23/7000
Technical Annex nº: 34/5704/23/7000-2

Initial conformity certification date: July 03, 2023 

Compliance certification renewal date: July 03, 2023 

certifies that, in accordance with the applicable declaration of applicability, the information 
systems reviewed, all of them HIGH category, and the related services, of the organization

CEO
David Lao

Any additional explanation related both the scope of this certificate and the applicability
of the requirements of the rule can be achieved by contacting the company.

Vía de las Dos Castillas, 7 · Ed. OCA Global · 28224 Pozuelo de Alarcón (Madrid)

CERTIFICACIÓN
ISO 17065

Nº11 / C-PR375

C/ Pujades, 350 - 2ª planta. 08019 Barcelona

SEIDOR CONSULTING, S.L.
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OCA Instituto de Certificación, S.L.U.

have been audited and found to comply with the requirements of Royal Decree 311/2022 of May 3, which 
regulates the National Security Scheme as indicated in the corresponding audit report for:
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The existence and validity of this technical annex is subject to the existence and validity of the main certificate. 
Both documents must be considered together.

and are covered by the main certificate granted to GRUPO SEIDOR in which the information systems outlined are certified in 
accordance with the requirements of Royal Decree 311/2022 of May 3, which regulates the National Security Scheme

Management systems, monitoring and protection of information systems that support 
the Monitoring Center, Cybersecurity Operation, Security Incident Analysis and Response 
Services (SEIDOR CSIRT), IT Assistance, Support, Information Systems Management and 

Professional Consulting Services and the public and private CLOUD services.

Main certificate number: 34/5704/23/7000
Technical Annex nº: 34/5704/23/7000-3

Initial conformity certification date: July 03, 2023 

Compliance certification renewal date: July 03, 2023 

certifies that, in accordance with the applicable declaration of applicability, the information 
systems reviewed, all of them HIGH category, and the related services, of the organization

CEO
David Lao

Any additional explanation related both the scope of this certificate and the applicability
of the requirements of the rule can be achieved by contacting the company.

Vía de las Dos Castillas, 7 · Ed. OCA Global · 28224 Pozuelo de Alarcón (Madrid)

CERTIFICACIÓN
ISO 17065

Nº11 / C-PR375

C/ Pujades, 350 - 2ª planta. 08019 Barcelona

SEIDOR SOLUTIONS, S.L.
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OCA Instituto de Certificación, S.L.U.

have been audited and found to comply with the requirements of Royal Decree 311/2022 of May 3, which 
regulates the National Security Scheme as indicated in the corresponding audit report for:
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The existence and validity of this technical annex is subject to the existence and validity of the main certificate. 
Both documents must be considered together.

and are covered by the main certificate granted to GRUPO SEIDOR in which the information systems outlined are certified in 
accordance with the requirements of Royal Decree 311/2022 of May 3, which regulates the National Security Scheme

Management systems, monitoring and protection of information systems that support 
the Monitoring Center, Cybersecurity Operation, Security Incident Analysis and Response 
Services (SEIDOR CSIRT), IT Assistance, Support, Information Systems Management and 

Professional Consulting Services and the public and private CLOUD services.

Main certificate number: 34/5704/23/7000
Technical Annex nº: 34/5704/23/7000-4

Initial conformity certification date: July 03, 2023 

Compliance certification renewal date: July 03, 2023 

certifies that, in accordance with the applicable declaration of applicability, the information 
systems reviewed, all of them HIGH category, and the related services, of the organization

CEO
David Lao

Any additional explanation related both the scope of this certificate and the applicability
of the requirements of the rule can be achieved by contacting the company.

Vía de las Dos Castillas, 7 · Ed. OCA Global · 28224 Pozuelo de Alarcón (Madrid)

CERTIFICACIÓN
ISO 17065

Nº11 / C-PR375

C/ Pujades, 350 - 2ª planta. 08019 Barcelona

SAYTEL INFORMÁTICA, S.L.
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OCA Instituto de Certificación, S.L.U.

have been audited and found to comply with the requirements of Royal Decree 311/2022 of May 3, which 
regulates the National Security Scheme as indicated in the corresponding audit report for:
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The existence and validity of this technical annex is subject to the existence and validity of the main certificate. 
Both documents must be considered together.

and are covered by the main certificate granted to GRUPO SEIDOR in which the information systems outlined are certified in 
accordance with the requirements of Royal Decree 311/2022 of May 3, which regulates the National Security Scheme

Management systems, monitoring and protection of information systems that support 
the Monitoring Center, Cybersecurity Operation, Security Incident Analysis and Response 
Services (SEIDOR CSIRT), IT Assistance, Support, Information Systems Management and 

Professional Consulting Services and the public and private CLOUD services.

Main certificate number: 34/5704/23/7000
Technical Annex nº: 34/5704/23/7000-5

Initial conformity certification date: July 03, 2023 

Compliance certification renewal date: July 03, 2023 

certifies that, in accordance with the applicable declaration of applicability, the information 
systems reviewed, all of them HIGH category, and the related services, of the organization

CEO
David Lao

Any additional explanation related both the scope of this certificate and the applicability
of the requirements of the rule can be achieved by contacting the company.

Vía de las Dos Castillas, 7 · Ed. OCA Global · 28224 Pozuelo de Alarcón (Madrid)

CERTIFICACIÓN
ISO 17065

Nº11 / C-PR375

C/ Pujades, 350 - 2ª planta. 08019 Barcelona

SBS SEIDOR, S.L.
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OCA Instituto de Certificación, S.L.U.

have been audited and found to comply with the requirements of Royal Decree 311/2022 of May 3, which 
regulates the National Security Scheme as indicated in the corresponding audit report for:
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The existence and validity of this technical annex is subject to the existence and validity of the main certificate. 
Both documents must be considered together.

and are covered by the main certificate granted to GRUPO SEIDOR in which the information systems outlined are certified in 
accordance with the requirements of Royal Decree 311/2022 of May 3, which regulates the National Security Scheme

Management systems, monitoring and protection of information systems that support 
the Monitoring Center, Cybersecurity Operation, Security Incident Analysis and Response 
Services (SEIDOR CSIRT), IT Assistance, Support, Information Systems Management and 

Professional Consulting Services and the public and private CLOUD services.

Main certificate number: 34/5704/23/7000
Technical Annex nº: 34/5704/23/7000-6

Initial conformity certification date: July 03, 2023 

Compliance certification renewal date: July 03, 2023 

certifies that, in accordance with the applicable declaration of applicability, the information 
systems reviewed, all of them HIGH category, and the related services, of the organization

CEO
David Lao

Any additional explanation related both the scope of this certificate and the applicability
of the requirements of the rule can be achieved by contacting the company.

Vía de las Dos Castillas, 7 · Ed. OCA Global · 28224 Pozuelo de Alarcón (Madrid)

CERTIFICACIÓN
ISO 17065

Nº11 / C-PR375

C/ Pujades, 350 - 2ª planta. 08019 Barcelona

OPENTRENDS SOLUCIONS I SISTEMES, S.L.



Pg. 11/13

OCA Instituto de Certificación, S.L.U.

have been audited and found to comply with the requirements of Royal Decree 311/2022 of May 3, which 
regulates the National Security Scheme as indicated in the corresponding audit report for:
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The existence and validity of this technical annex is subject to the existence and validity of the main certificate. 
Both documents must be considered together.

and are covered by the main certificate granted to GRUPO SEIDOR in which the information systems outlined are certified in 
accordance with the requirements of Royal Decree 311/2022 of May 3, which regulates the National Security Scheme

Management systems, monitoring and protection of information systems that support 
the Monitoring Center, Cybersecurity Operation, Security Incident Analysis and Response 
Services (SEIDOR CSIRT), IT Assistance, Support, Information Systems Management and 

Professional Consulting Services and the public and private CLOUD services.

Main certificate number: 34/5704/23/7000
Technical Annex nº: 34/5704/23/7000-7

Initial conformity certification date: July 03, 2023 

Compliance certification renewal date: July 03, 2023 

certifies that, in accordance with the applicable declaration of applicability, the information 
systems reviewed, all of them HIGH category, and the related services, of the organization

CEO
David Lao

Any additional explanation related both the scope of this certificate and the applicability
of the requirements of the rule can be achieved by contacting the company.

Vía de las Dos Castillas, 7 · Ed. OCA Global · 28224 Pozuelo de Alarcón (Madrid)

CERTIFICACIÓN
ISO 17065

Nº11 / C-PR375

C/ Pujades, 350 - 2ª planta. 08019 Barcelona

IMPALA NETWORK SOLUTIONS, S.L.
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OCA Instituto de Certificación, S.L.U.

have been audited and found to comply with the requirements of Royal Decree 311/2022 of May 3, which 
regulates the National Security Scheme as indicated in the corresponding audit report for:
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The existence and validity of this technical annex is subject to the existence and validity of the main certificate. 
Both documents must be considered together.

and are covered by the main certificate granted to GRUPO SEIDOR in which the information systems outlined are certified in 
accordance with the requirements of Royal Decree 311/2022 of May 3, which regulates the National Security Scheme

Management systems, monitoring and protection of information systems that support 
the Monitoring Center, Cybersecurity Operation, Security Incident Analysis and Response 
Services (SEIDOR CSIRT), IT Assistance, Support, Information Systems Management and 

Professional Consulting Services and the public and private CLOUD services.

Main certificate number: 34/5704/23/7000
Technical Annex nº: 34/5704/23/7000-8

Initial conformity certification date: July 03, 2023 

Compliance certification renewal date: July 03, 2023 

certifies that, in accordance with the applicable declaration of applicability, the information 
systems reviewed, all of them HIGH category, and the related services, of the organization

CEO
David Lao

Any additional explanation related both the scope of this certificate and the applicability
of the requirements of the rule can be achieved by contacting the company.

Vía de las Dos Castillas, 7 · Ed. OCA Global · 28224 Pozuelo de Alarcón (Madrid)

CERTIFICACIÓN
ISO 17065

Nº11 / C-PR375

 C/ Paduleta, 55 - Planta 1º, Ofic. 203. 01015 Vitoria-Gastéiz (Álava-Araba)

DEUSTO SEIDOR, S.A.
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OCA Instituto de Certificación, S.L.U.

have been audited and found to comply with the requirements of Royal Decree 311/2022 of May 3, which 
regulates the National Security Scheme as indicated in the corresponding audit report for:
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The existence and validity of this technical annex is subject to the existence and validity of the main certificate. 
Both documents must be considered together.

and are covered by the main certificate granted to GRUPO SEIDOR in which the information systems outlined are certified in 
accordance with the requirements of Royal Decree 311/2022 of May 3, which regulates the National Security Scheme

Management systems, monitoring and protection of information systems that support 
the Monitoring Center, Cybersecurity Operation, Security Incident Analysis and Response 
Services (SEIDOR CSIRT), IT Assistance, Support, Information Systems Management and 

Professional Consulting Services and the public and private CLOUD services.

Main certificate number: 34/5704/23/7000
Technical Annex nº: 34/5704/23/7000-9

Initial conformity certification date: July 03, 2023 

Compliance certification renewal date: July 03, 2023 

certifies that, in accordance with the applicable declaration of applicability, the information 
systems reviewed, all of them HIGH category, and the related services, of the organization

CEO
David Lao

Any additional explanation related both the scope of this certificate and the applicability
of the requirements of the rule can be achieved by contacting the company.

Vía de las Dos Castillas, 7 · Ed. OCA Global · 28224 Pozuelo de Alarcón (Madrid)

CERTIFICACIÓN
ISO 17065

Nº11 / C-PR375

 C/ González Besada, 31. 33007 Oviedo (Asturias)

SEIDOR TECH, S.A.
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